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1)

3:08 ~ 3:12

"now what we understand is that 'Uh' these criminals ~"

'Uh' gives the speaker time to think

2)

The speaker explains how dangerous cybercrime is and how it affects our daily lives. Many people unknowingly share important information through games or fun activities on social media. For example, people might answer questions that are used to retrieve passwords, making it easy for cybercriminals to get personal data. Cybercrime is now a bigger problem than drug trafficking, causing damage worth trillions of dollars each year. While traditional security tools and software are important, human behavior plays the biggest role. The speaker shared an example where people gave away their passwords just for small rewards. They also talked about a special scam called 'whaling,' which targets high-level executives. The speaker emphasized the need for training employees and teaching kids to be more skeptical. Cybersecurity is not just an IT problem; it’s everyone’s responsibility. Regular education is important because new cyber scams keep appearing. Finally, the speaker stressed that it’s essential to have a culture where people double-check and stay cautious in suspicious situations.

3)

① Whaling

ㆍ Definition: A type of phishing attack specifically targeted at high-profile individuals within an organization, such as CEOs or executives, to trick them into authorizing fraudulent financial transactions.

ㆍ Example: The company avoided a whaling attack when the manager recognized a fake email pretending to be from the CEO.

② Human Firewall

ㆍ Definition: The concept of training and educating people within an organization to be alert and proactive in preventing cyber threats, thereby acting as a line of defense against attacks.

ㆍ Example : The employees acted as a strong human firewall by spotting suspicious emails and reporting them.